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ABSTRACT

Electronic Government (e-Government) has the piatertb
contribute to the good government agenda throudizeni
engagement, effective service delivery and improsféidiency in
government. However, realizing this potential igpetedent on
strong Technology Leadership (e-Leadership) redlit@ough
executive IT leaders and Government Chief Inforara®fficers
(GCIOs). The paper presents the motivation for adleeship and
GCIOs, introduces the evolving role of GCIOs, amtdsses the
main components of GCIO systems, such as readissgssment,
legal and regulatory frameworks, institutions, atlication and
development. It also presents and analyzes theierges of five
countries in establishing GCIO systems includingutatory
frameworks, capacity-building programs, organizatiosupport
and national mechanisms and policies to coordiG&i¢O efforts
through cross-agency institutions and programsirriieg from
such experiences, the paper proposes a step bfrategwork for
instituting a GCIO system in the public sector.

Categories and Subject Descriptors

K.4.0 [Computers and Society: Public Policy Issues -
RegulationK.6.0 [Management of Computing and Information
System$. Project and People Management Strategic
information systems planning.

General Terms
Human Factors, Legal Aspects, Management

Keywords
Electronic Government, Chief Information Officer 103,
Government Chief Information Officer (GCIO), e-Leaship

1. INTRODUCTION

While most countries view Information and Commutima
Technologies (ICT) as key components of nationaketigpment
strategies, and pursue e-Government programssrvigiw, many
have not undertaken the initiatives to formallyesgithen their
Technology Leadership (e-Leadership) systems astduitions.
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The importance of strengthening e-Leadership ireging as the
goals, possibilities and aspirations of e-Goverrnmbacome
broader and as the corresponding challenges inlajeng and
implementing e-Government programs increase. TH3982UN
Global E-Government Surveffrom E-Government to Connected
Governance” and the “2010 UN Global E-Governmentv&u
Leveraging E-Government at a Time of Financial &wtdnomic
Crisis” highlight the increasing complexity and teage of e-
Government development, especially as many govertane
struggle with budget shortfalls resulting from thmurrent
economic and financial downturn.

The 2008 Survey describes the enhanced role ofver@ment:
“The concept of connected government is derivethftioe whole-
of-government approach which is increasingly logkiowards
technology as a strategic tool and an enabler fddlip sector
innovation and productivity growth.” [16]. Likewis¢he 2010
Survey describes the possibility of e-Governmentindu a
challenging economic period: “Similarly, e-Govermmhean add
agility to public service delivery to help governmi® respond to
an expanded set of demands even as revenuesdgll’ ).

To meet the enhanced role of e-Government and lglisss

offered by it, formalized efforts are required toeagthen e-
Leadership systems and institutions. These intggéland self-
reinforcing efforts comprise a GCIO System — adfeactivities

designed to establish and maintain the CIO rolgawernment.
While dependent upon local needs and circumstansesh
systems usually consist of the following major edens:

0 Legal or regulatory formalization of the roles, pessibilities
and reporting lines of GCIOs;

o Development of GCIO institutions to foster crossistry or
cross-agency collaboration on the issues of IT gwamce,
enterprise architecture, security, program managgrheman
capacity development and procurement; and

o Development of the GCIO and ICT workforce through
educational programs to enhance ICT executive tshge

The rest of the paper is structured as followsti®e@ presents
the evolving role of GCIOs and discusses the mamponents of
GCIO systems - readiness assessment, legal andat@agu
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frameworks, institutions, and education and develaqt. Section
3 presents five country experiences in establislGgO systems:
United States of America, Thailand, Canada, Unedydom and
Singapore. Based on the understanding of the GGmhetibn and
country experiences, Section 4 presents a stepepyfamework
for instituting a GCIO system in the public sectamd outlines an
approach for applying such a framework. Finallyctiom 5

presents related work and Section 6 draws somdu=ions.

2. GCIO — ROLES AND SYSTEMS

The evolving role of GCIO provides the context ésteadership
and its institutions in government. As the visiord @ossibilities
of e-Government change, so does the correspondsmgnvof e-

Leadership and GCIOs. In the early stages of e-fhovent,

characterized by the introduction of ICT to goveeminagencies
and the development of government information parte-

Leaders functioned much like ICT managers. As edBawent
became more complex and strategic, e-Leaders ctairde

executives who play key roles in the developmerstiategies for
service delivery and increasing the effectivenelsgavernment
through ICT. As part of such change, e-Leaders géaseral roles
- chief IT coordinator, chief IT standards enforcehief IT

budgeter, chief IT strategist, chief IT policy astvi and, most
recently, chief IT security officer [2].

To ensure that the required e-Leader roles areessfidly played
within government and that human capital exists fidfilling
such roles, governments develop GCIO systems. dhewing
sections explain four major elements of such systemeadiness
assessment, legal and regulatory frameworks, umistits, and
education and development.

2.1 GCIO Readiness Assessment

Many e-Government rankings include consideratioris the
presence of ICT human capacity and GCIOs. For elantpbe
annual Waseda University e-Government Ranking desduthe
presence of GCIOs as one component in its rankifaylation. In
the discussion of its 2009 ranking, Waseda comndetttiat its
ranking should be enhanced to reflect the full esysiof legal,
institutional and educational structures for GCLO 0

Developing a GCIO system depends on the startingt for e-

Government, particularly the results of e-Governneeadiness
and National e-Readiness assessments. Particutmssasent
measures include: capabilities and perceptions uwfent ICT

leaders and staff, the resources available fodévelopment of e-
Leadership, and the corresponding e-Leadershijiutishs.

2.2 GCIO Legal and Regulatory Frameworks

The key aspects of GCIO systems are legal and atgyl
frameworks that institutionalize the presence of IG&C and
establish their roles and responsibilities. Whilany countries
have established GCIO positions within their cigérvice
structures, an increasing number is now formalizisgch
positions legislatively in order to strengthen amhance their
role in public administration and management. Wihile U.S.
Clinger-Cohen Act of 1996 was one of the earliedt @f this
nature, a number of countries (e.g. the Philippares Indonesia)
have either passed or developed GCIO legislations.

2.3 GCIO Institutions

Coordination amongst GCIOs and ultimately the ssead GCIO
systems is facilitated by cross-ministry GCIO ingtons. In the
absence of these institutions, an individual GCIl@d aits

corresponding e-Government programs may be suctéssbne
ministry. However, the overall success of e-Govemnfor the
whole public administration system depends on doattbn

across ministries and agencies. The effectivenesanstancy in
the provision of public services and the poterfialgovernment
transformation are enhanced by common views andrgigs on
the issues ranging from enterprise architectugrdgurement.

One model, with record of successful deploymenirictice, is a
GCIO Council (or Forum) with roles ranging from rualized
responsibilities for enterprise architecture andusgy, to less
formalized focusing on exchange and sharing of peattices.
Hanna et al. [11] developed a typology of coordaratmodels
including policy and investment coordination, adistirative
coordination, technical coordination and shared-dioation.

2.4 GCIO Education and Development

As part of their GCIO systems, many countries alifating
GCIO education. These initiatives range from paitge on
university masters degree and executive programspntinuing
professional education and establishment of GClivars.

3. CASE STUDIES

This section presents five case studies of the tcesnthat
implement advanced GCIO systems - USA, Thailanaa@a, UK
and Singapore, focusing on legal aspects, as w@liganizational
development and human capacity-building. The lasttien
compares the case studies and identifies commatiges.

3.1 United States of America

The GCIO position in the US Government was credtgdwo
Acts of Congress: the Clinger-Cohen Act [10] anc tb-
Government Act [9]. The Clinger-Cohen Act creathd Federal
CIO position within the Office of Management and dget
(OMB), and CIO functions in every federal agenay.addition,
the Act defined the responsibilities and compeesncequired for
the CIO role. In order to strengthen the CIO positithe e-
Government Act created the CIO Council respondim@ssisting
the Federal CIO in fulfilling its responsibilitie$he CIO Council
is composed of the CIOs of federal executive agant¢he Deputy
Director of OMB and the officers of other counacil®rking on
inter-agency collaboration issues. Among othemrs,GHO Council
is responsible for updating every two years the metencies and
learning objectives required from CIOs.

One approach for building human capacity for e-leesliip was
the establishment of the CIO University. The Unsigrtrains the
current and future e-leaders in the core competeraefined for
the Federal CIO. A consortium of universities cooatied by the
General Services Administration, the CIO Universitynprises: i)
Carnegie Mellon University; ii) George Mason Unisigy; iii)
George Washington University; iv) LaSalle Univeysitv)
Syracuse University; and vi) the University of Mianyd
University College. Table 1 lists the members @& tdonsortium
and the degrees issued by them.



Table 1. CIO University - Partners and Degrees/Ceifications

University ’ Degree / Certification

Carnegie Mellon University Federal CIO CertificBegram

Master of Science in Technology
Managemer

Master of Science in Information
Systems Technolox

Master of Science in Information
Technology Leadership

Master in Information Managetnen

George Mason University

George Washington
University

LaSalle University

Syracuse University

University of Maryland
University College (UMUC

UMUC CIO Program

With over 1200 graduates since its beginning in@RG@e CIO
University represents one of the main initiativek tbe US
Government for developing e-Leadership.

3.2 Thailand

In 2002, the Government of Thailand developed ah Master
Plan to drive ICT-related decisions in the counffhe plan
comprised seven strategies, one of them concerrtimg
implementation of e-Government. This strategy waglémented
through several actions including assigning ClOsldad e-
Government initiatives and issuing a set of lawsupport ICT
development, such as the e-Transaction Law, thep@ten Crime
Law, the National Information Infrastructure Lawhet Data
Protection Law and the Electronic Funds Transfer.La

Based on the ICT Master Plan, the Cabinet defired €10
function at different levels of the government stae — ministry,
agency and department, and also in public enterifhe main
responsibility assigned to the CIO function wasigleag and
controlling the implementation of the unified IT vidopment
plans for the whole of government.

Many initiatives were carried out for building humaapacity,
including the development of a series of intensivaining
programs and delivering such programs to over fiumdred
ClIOs. In addition, the institutions like the ThansagaUniversity's
College of Innovative Education were designatedfter capacity
building courses for ClOs, and the Civil Servicesmnission
and the National Electronics and Computer TechnolGgnter
(NECTEC) established partnerships for training ClOs

The Government also promotes international collatian. For
instance, Thailand hosts the Secretariat of thermational
Academy of CIO (IAC) [12] since 2006. NECTEC, a cipéized
national center within the Ministry of Science ahechnology,
represents the Academy for South East Asia.

3.3 Canada (Ontario)

Since the development of the Information TechnolSgwytegy in
1998, the Ontario Government defined the positiba corporate
CIO to lead all ICT-related issues in governmerd.ifplement
the strategy, a new organizational model was défifg]
including the creation of the Office of the Chieffdrmation
Technology Officer within the Ministry of Governme8ervices,
and a set of clusters grouping government minstied agencies.
The CIO function was defined for each of these tehss

specifying its roles and responsibilities. The fimT reports to
both the Cluster Deputy Minister and the corpor@l®. The
responsibilities assigned to corporate CIOs inclsteategy
planning and development, policy making, contrahp,
architecture and ICT infrastructure development,finiey
common standards, and ICT-related security andupeoeent.

The main challenge faced by the Government wasliffieulty in
recruiting and retaining qualified ICT professiaaparticularly
the retention of successful leaders. To overcone d¢hallenge,
the Government carried out many initiatives likeeleping staff
carrier paths, offering training packages to staffid youth
internship programs. For instance, the IT Inteqpdhiogram is a
two-year program aimed at attracting IT professiengho are
just starting their carriers, offering opportursti¢o strengthen
technical, managerial and communication skills.

In addition to government initiatives, a number eafucational
projects exist aimed at building human capacitylToreadership.
For instance, the IT Leadership Development Progf@lris a
university-level program to prepare technology ngema and IT
leaders to deal with the challenges faced by ctioeganizations.
Operating since 2004, the program is jointly orgedi by the
Ryerson University's Ted Rogers School of Informati
Technology Management (Toronto, Ontario) and th®@ Summit
- a forum for senior IT executives. In additionhet institutions
like the CIO Summit also offer courses to ClOs Bhtkaders.

3.4 United Kingdom

The UK Government placed the GCIO function withinet
Cabinet Office, responsible for leading the stratefpr

transforming and improving public administrationngsICT. In

order to fulfill such responsibilities, GCIO hasalistic view and
understanding of IT applications across the govemtnand is
supported by the GCIO Council, created in 2005rtalyze and
solve common issues across different levels of gowent. The
Council is directed by the Government CIO and cosesr
representatives of the central government, govenhragencies
and local governments. Its responsibilities inclutigining the
agenda for GCIOs.

In order to build human capacity, the GovernmenPrbfession
program was launched. Targeted at the governmestdf, the
program aims to build and train the IT workforcdeatn develop
and deliver quality IT services. In addition, allsknap was
established to facilitate the organization of ttening programs,
including the following topics: Leadership, BusiseSystems
Development, Acquisition, End-User Skills, IT Preg®nalism,
Specialist User Skills and Information Professismal The
approach followed by the capacity building progremot only
providing training in specific IT areas, but iddyitig existing
needs and developing training from a holistic poitiew.

To promote collaboration within government, the iC®Bervice
organized a Community of Practice called "Commur8pace"
[8]. By joining the Community, all public servarftem IT-related
areas can cooperate and share experiences anggmbdes.

3.5 Singapore

The Government of Singapore established a Govern@hief
Information Office for executing all ICT-relateditiatives. The
office is located within the Infocomm DevelopmenttAority



(IDA) which is responsible for the development dietICT
industry in Singapore [7]. In turn, IDA is locatathder the
Ministry of Information, Communication and the ArtSIICA).
The responsibilities assigned to the Office includeaster-
planning; project planning; developing ICT systenasd
capabilities; supervising IT standards, policiesjdglines and
procedures; and managing the security of ICT itfuasures.

To support human resources responsible for leagovgrnment
ICT projects, several initiatives are promoted e likommunity
support and educational programs. Community supfmrte-

Leadership includes the Information Technology Mgemaent

Association (ITMA), a professional association esgEnting

Singapore IT leaders from the public and privatetas [13].

ITMA promotes communication among its members ideorto

share know-how and experiences in IT managemeng disiums,

newsletters, workshops, seminars and other aetvitiFor

example, the Toastmaster Club initiative aims diaecing the
communication skills of IT leaders, like the alyilib place IT in

the context of business values and organizatiamalegjies, as a
key skill of GCIO success. Another example is thawal CIO

workshop that brings together IT leaders from #gian to share
good practices and encourage networking.

Regarding educational programs, there are varimtgtitions and
programs supporting the education of IT leaders @Has. The
National University of Singapore (NUS) has two inges
offering training for IT executives and leadershe tinstitute of
System Sciences (ISS) and the Lee Kuan Yew SchoBlblic
Policy (LKY SPP). The former offers courses, poatiyrate
programs and consultancy services on the topidarajvation,
technology and management, while the latter offeesning
opportunities to IT leaders and policy makers. Egample, the
Senior Management Program on Leadership and Gavesna
targeted at top-level managers in private and puistjanizations.

As part of international collaboration and promatiothe
Government of Singapore created the e-Governmeatidrship
Centre (eGL). Established in partnership with NE@SL has the
goal of sharing knowledge and lessons learnt inoeeBiment
[6]. The center organizes events and courses ardtieal and
practical aspects of e-Government. Example everthide the
CIO Training Program on Strategic Planning and Mg@naent of
IT, and the Executive Development Program for Goremt
Chief Information Officers. The latter is an intems ten days
program including topics such as IT Strategy anddegship, IT
Portfolio Management, Enterprise Architecture atitbos.

3.6 Comparison
After reviewing the GCIO experiences of the fivevgmments,
this section aims at identifying some common gotiices.

All five governments have clearly assigned the oesgbility for
leading and coordinating government ICT initiativé¢hile some
governments (e.g. USA) passed legislations to defire GCIO
function, including its position within the goverent structure as
well as its roles and responsibilities, others.(€lgiland) defined
GCIO as part of an ICT Master Plan. In recognitioh the
complexity and importance of responsibilities aseiy to the
GCIO function, most governments also set up orgsdioizal
structures to support GCIOs. Some were formallyingeff for
instance the CIO Councils in the USA and UK, wlithers have
emerged naturally, such as the Community of Spadhe UK.

Another good practice is the engagement with regjicend
international initiatives in the GCIO area, likeetparticipation of
Thailand in the International Academy of CIO. Fipakll five

case studies show the existence of carefully-desig®CIO
capacity building programs. The cooperation betwgmrernment
and academia (e.g. USA and Singapore) is a goatiqeaapplied
to support the demanding and evolving responssliof GCIOs.

Instituting and sustaining a GCIO system also neui
overcoming certain typical challenges and barriédrscommon
challenge is developing qualified human resouroesutcessfully
discharge GCIO responsibilities. When appropriaéadidates
cannot be identified among existing governmentf,statruiting
people from outside government is increasingly ticad [4].
However, many ClOs from the private sector facéidtifties to
effectively perform their functions inside governmhedue to
different organizational rules and dynamics. In iadd, while
technically qualified ClOs could be available, theicruitment is
challenging due to the lack of knowledge and expeih specific
government issues. Another obstacle for implemgn&anGCIO
system is the prevailing silo mentality in govermijeand the
difficulties to break it. In response, some cowgsri{e.g. Canada)
adopted motivation-based methods to encourageehel@pment
of collaborative projects and information sharinggbvernment.

4. INSTITUTING A GCIO SYSTEM

After providing the rationale for e-Leadership irovgrnment
(Section 1), introducing the evolving role and m@swbilities of
GCIO and the components of GCIO systems (Sectigna2)
reviewing GCIO experiences of selected countriesct(8n 3),
this section presents a framework for institutinG@IO system.
In particular, Section 4.1 depicts and explains fizenework,
while Section 4.2 shows how the framework couldpplied.

4.1 GCIO System Framework

Introducing a new function in government requireombination

of actions from validating the function and defigiregulations,

through modifying organizational structures to inpmrate the

function, to ensuring organizational capacity farfprming the

function. Based on the review and synthesis of tyun
experiences for establishing and executing GClCctfans in

government, we propose a framework to define magtivities

that must be undertaken for establishing a GClQegysn the

public sector. The framework is depicted in Figlire

Regulatory ICI— Organizational

Framework Development

i |

Readiness Capacity- International

Assessment Building Collaboration

I [ €

GCIO Daily Activities— IT Governance, Planning, Project Execution, ...

1 1

Collaboration
Engagement

Establishing and operating a GCIO system

Cross-Agency
Coordination

Figure 1. GCIO system framework



The framework involves seven activities - Readin®ssessment,
Regulatory Framework, Organizational Developmerapazity-
Building, International Collaboration, Cross-Agency
Coordination, and Collaboration and Engagement. dine and
scope of each activity is explained as follows:

1) Readiness AssessmeniThe aim of Readiness Assessment is
to determine the level of preparedness of the PBubli
Administration (PA) for establishing a GCIO systeithe
assessment areas are based on major elementsngfftut
GCIO function (see Figure 2) including:

0 IT Leadership and Staff profile of the PA IT workforce
including knowledge, skills, experiences, contingiou
learning practice and authority for making decision

o Perceptions- perceptions of policy and government leaders
as well as senior IT staff on the barriers and Emalfor IT
leadership in the PA;

0 Resources— IT-related resources — financial, human,
technical, organizational, etc. available in the PA

0 Alignment — portfolio of IT projects planned or under
development and its contribution to the PA strategy

o Regulatory Framework- current laws, regulations and
policies affecting IT-related initiatives in the PA

IBarriers% ‘ Enablers |

IﬂmwledgaI has [Law |
1

overgomes iderftifies
Perception Regulatory Policyi
Framewaork |l

has|
P A i
&clo isSupportedBy ‘Regulation |

iSkiIls k

iExpenise [

leadts |Collaborative
Projects

[ Continuous [nesds
Training

manages ensUres|
IT Resources

| | Lr ‘ | knowes ';I;_‘?;
‘Financial| iHuman‘ ;Hardware‘ |Snﬁware|

Alignment

| Decisions

Figure 2. GCIO Conceptual Model

The activity could be conducted by executing a eyrand
focused group meetings with policy and governmeatérs
and IT Heads across the PA in order to assessafeas — IT
Leadership and Staff, Perceptions, IT Resources and
Alignment. In addition, interviews could be condedcttwith
appropriate division heads to assess Regulatoméwarks.

2) Regulatory Framework This activity aims to formalize the e-
Leadership function and to provide the necessaggl land
regulatory foundations to introduce and operate-#itiVen
innovations in the PA. Depending on the legal syste the
PA, different instruments can be used like lawgutations,
acts, master plans or policies. In order to forpealthe e-
Leadership function, the regulations are requiceddfine the
GCIO system at various levels of the PA — federahisterial,
sectoral and departmental, and to define suppostingtures
like the GCIO Council or high-level commissions abas or
committees. For instance, the GCIO position forfafleral
agencies and the Chief Information Officer Courinilthe
USA were defined by government acts, while a magtan
created the GCIO office in Thailand. Regulations edso
define the rules, rights and obligations for the w$ ICT-
related products and services. Examples are thamsdction
Law and Computer Crime Law in Thailand, and the aDat
Protection Act in the UK.

3)

4)

5)

6)

7

Organizational Development After establishing the GCIO
function and supporting governance structures, #uisvity
aims to make the function operational in the PAsTihcludes
defining the required competencies for the GCIOitpos —
experience, knowledge, skills and abilities; idp
prospective candidates; populating the functionhwihe
appropriate staff; defining career paths; buildpegtnerships
with academic and international organizations tgpsut
capacity-building tasks; and establishing a corttiraullearning
practice for IT leaders. The activity should alstdi@ss all
aspects not considered by the Regulatory Framework.

Capacity Building— The aim of this activity is to provide the
continuous training required for executing the G@l@ction.
Capacity building programs are defined to address i
particular the competency requirements of Orgaiunat
Development. Such programs may include differepe tpf
training like lectures, e-learning courses, studlsits;, case
studies, experimental learning, coaching, etc. Usua
capacity-building tasks for government are exectkedugh
partnerships. While planned and monitored by gavemts,
such tasks are typically executed by academic,atwivor
international institutions.

International Collaboration- This activity aims to strengthen
the capacity of the PA for establishing a GCIO eysthrough
collaboration with international organizations. Bgarning
from the experience of other countries, the PA aecelerate
the process of instituting a GCIO system. In sugbracess,
international organizations can play various rolssch as
assisting the PA in networking with the countrieatthave
more mature GCIO systems, facilitating internatlosidy
visits to help new GCIOs better understand theiles;o
facilitating participation of GCIOs in internatidnavents to
interact with their peers, identifying internatibongood
practices that could be adopted by the PA, andstassithe
PA in localizing such practices.

Cross-Agency Coordinatior The aim of this activity is to
support the GCIO role by the development of cragnay
institutions and processes to provide foundatienseffective
e-Leadership across the whole of government. On¢hef
main transformations requested from GCIOs is breakhe
silo-mentality in government. Therefore, all taskéated to
cross-agency coordination must be facilitated andbked,
including the execution of collaborative projects deliver
one-stop, seamless services; the reengineeringusindss
processes to eliminate duplications; the implementaof
shared services to improve efficiency; the develepmof
software infrastructure to support the deploymemtd a
execution of electronic public services; enterpesehitecture
deployment; developing common practices to addsessrity,
procurement and human capacity development; etc.

Collaboration and Engagement Fhis activity aims at
strengthening the GCIO function through collabanmativith
peers and through networking with other e-LeadBtslding
community support enables GCIOs share problemstisnk
and experiences, achieving recognition from thelteagues,
greater commitment from the person to fulfilling tfunction,
and a feeling of belonging to the system. All sdahtors
contribute to the development of highly-capableeaders and
IT staff in the public sector. Possible approactfes



conducting this activity include developing comntigs of
practice, establishing and maintaining GCIO blogsd a
forums, publishing and distributing newslettersg ameating
knowledge repositories, among others.

Figure 1 also depicts dependencies between aesivifierceptions
on the barriers and enablers and the level of aityhaf senior IT
staff (dependency a) can be used by the Regul&amework
for establishing the GCIO function. For instancg, dssigning
responsibilities that can help overcome barrierd é&acilitate
enablers, and defining dependency levels to empoeeIGCIO
function. The profile of IT staff and IT projectgezuted by them
(b) can be useful for identifying candidates fog tBCIO function
and for defining career paths for them, while thaderand
responsibilities assigned to GCIOs (c) can be uigefudefining
the required competencies. The gap between congieseof the
current IT workforce (d) and competencies requiredh GCIOs
(e) must be addressed by Capacity Building progréamaddition,
the staff to be trained (e) can be identified ast pd the
Organizational Development activity.

The following elements support daily activities@€CIOs. The IT
resources (f) identified by Readiness Assessmeantige lists of
available resources that can be used and managed) guoject
executions. The knowledge, skills and expertiseused from
Capacity Building (g) as well as good practices iggntified
through International Collaboration empower GClOghwthe
competencies and solutions used in fulfilling thegponsibilities.
Finally, the execution of cross-agency projects(ijl the usage of
knowledge repositories and support from GCIO conitrem j)
allow GCIOs to perform their tasks more efficiently

4.2 Framework Application

The framework includes seven activities neededefiablishing
and operating GCIO systems - Readiness AssessRegtlatory
Framework, Organizational Development, Capacitytding,
International Collaboration, Cross-Agency Coordomat and
Collaboration and Engagement. The execution offidu@ework
can be seen as following a spiral path, depicteignre 3. Each
loop of the spiral comprises periodic (e.g. annea&Bcution of the
seven activities, where each phase builds on theaements or
expands the capacity produced in previous phasgsexample,
the Readiness Assessment exercise conducted setoad loop
would update the results obtained from the assedsduwging the
first loop, while capacity building performed inetlsecond loop
would assume the existence of the capacities 8uiihg the first
loop and also expand upon them.

Periodic execution of the framework activities hlas following
benefits: 1) Readiness Assessment — maintaininguaated
record of IT leadership and IT workforce in goveamfy 2)
Regulatory Framework — providing regulations tooiporate the
GCIO function and facilitating the adoption and uske new
technologies; 3) Organizational Development — idgng new
competencies for managing new technologies asasedtaff to be
trained; 4) Capacity Building — ensuring continudtgining for
government IT staff and keeping the training cotgerp-to-date;
5) International Collaboration — being aware of ligsons learnt
by other countries; 6) Cross-Agency Coordinatianehoring the
changes introduced by the new culture of collabonatin
government; and 7) Collaboration and Engagemendveldping
and anchoring qualified human resources in GCIGtipos.

Regulatol
Fra‘?newom

QOrganizational
Development

Readiness
Assessment

Collaboration
Engagement

International
Collaboration

&r)OSS-. ency
ordination

Figure 3. Applying the Framework

5. RELATED WORK

The relevance of the GCIO function for successkiedopment
and operation of e-Government has been recognizeavell-
known international studies and rankings assessiGgvernment
maturity. For instance, the UN e-Government Sur2e98 [16]
recognizes the shift towards a stronger CIO madehany public
administrations due to the increasing strategicoitgmce of ICT
in  management and governance, and the need to align
information, technology and strategy. The repoghhghts that
GCIOs have become the heads of e-Government statég
many countries. As another example, the 2009 Wadedersity
International e-Government Ranking [18] includes t£1O
function in government as one of the main areasstess, due to
its relevance to e-Government success. The rarkgigights the
new role of GCIOs, broadening their responsibifiy e-service
development from strictly technological, to so@ald managerial.
The 2009 edition explains that many of the assesseuhtries
have implemented the GCIO function, with capacityiding
programs and structures to support the function.

The GCIO function is also recognized as an approéadiuilding
institutional capacity required for e-Governmenastitutional
models frequently implemented for e-Governmentsamreeyed in
[11]. The report highlights four models based omisterial
structures — Policy and Investment Coordinationchhécal
Coordination, Administrative Coordination, and Sithror No
Coordination, and two alternative models based@h &gencies
and CIO Councils. About one-third of countries fire tstudy are
instituting or experimenting with national CIO cails and CIOs
in ministries and agencies. The responsibilitieswéh councils
usually include investment planning, IT procuremerdctices,
information security policies and IT human resoutegelopment.
In addition, other responsibilities assigned to CbOuncils
include consensus building, improving communicati@noss all
levels of government, solving problems based omteark, and
sharing knowledge and experiences [12].



Many studies also highlight the importance of binigd human
capacity for e-Government [3][15], with recommeridias issued
for planning human resource development for e-Guwent [14]:

(1) maintaining a skills inventory of employees) @ssessing
skill-gaps for e-Government, (3) forming strategiartnerships
with academic and international organizations, @)doromoting

the philosophy of lifelong learning among staff,ang others.

The four features are considered by the framewodpgsed in
the paper. For instance, the skills inventory cduddmaintained
using the data produced by Readiness AssessmepgciBa
Building could base the training programs on thdl-gkps
identified during assessment and facilitate lifgldraining of IT
workforce; and Organizational Development is resiue for
partnership with academic and international ingtis.

Also, the framework proposed in the paper includ#smajor

aspects of the GCIO practice by e-Government |sadeiewed
in Section 3 - regulatory frameworks that facikta-Leadership,
human and institutional capacity development, amdtnering

with academic and international institutions.

6. CONCLUSIONS

e-Leadership has been recognized as a major flactsuccessful
e-Government development and in turn the achievewfeGood

Governance. Responsible for driving ICT-relatedhdfarmations
and their alignment with organizational strategied,eadership
has been recently introduced by various e-Goverhrteaders
through the GCIO function. After presenting the ivation for

GCIOs and explaining the evolution of their rolése paper
presented major components of a GCIO system, anelwed the
experiences of five countries in establishing apeérating such
systems, before presenting a framework to institine CIO

function in government. The paper explained variactivities of
the framework, their implementation approaches, podsible
applications in practice. Finally, it outlined therk related to the
CIO function and the introduction of this functitmgovernment.

The main contribution of the paper is a framewankestablishing
a GCIO system, a step-by-step approach to introduand
operating the e-Leadership function in the pubgctsr. While
country experiences are well documented in liteeatwe are not
aware of any documented model to support the intrtion of the
e-Leadership function to public administrations.

Future work includes designing a survey to be edrout as part
of Readiness Assessment, and refining other desvitike
Capacity Building in more detail, e.g. defining eanisms for
identifying skill-gaps, defining training prograns address such
gaps, and developing curricula for GCIOs, amongisth

7. ACKNOWLEDGMENTS

The authors thank Vanesa Pinilla and Michal Fldrcia their
contributions to this work. The work was partly poged by the
Government of Macao SAR through the e-Macao Program

8. REFERENCES

[1] Culbertson, S., Practicing e-Government - A Global
Perspective. Idea Group Publishing, 2005, VI-Tramséd

Government: Case Studies on the Impact of E-Govenhm
in Public Administration, pp. 122-126.

[2] Dawes, S., “What Makes a Successful CIO?” The Rble
Government Chief Information Officer, Intergovernmtel
Solutions Newsletter, Issue 21, Spring 2008.

[3] Field, T., Muller, E. And Law, E. The e-Government
Imperative. OECD, Paris, France, 2003, URttp:
213.253.134.43/oecd/pdfs/browseit/4203071E. PDF

[4] General Services Administration (GSA). (2008). “TRele
of the Government Chief Information Officer”,
Intergovernmental Solutions Newsletter. Vol. 21.13R
www.gsa.gov/intergovnewsletter

[5] Government of Ontario, IT Leadership Development
Program, Canada, URbitp://www.ciosummit.com/

[6] Government of Singapore, e-Government LeadershipeCe
eGL, Singapore. URLhttp://www.egl.sg/

[7] Government of Singapore, Infocomm Development
Authority (IDA), Singapore. URLhttp://www.ida.gov.sg/

[8] Government of UK, Community Spaces, Community of
Practice, UK. URLhttp://www.community-spaces.org.uk/

[9] Government of USA, e-Government Act of 2002. USA,
URL: http://www.cio.gov/Documents/ e_gov_act 2002.pdf

[10] Government of USA, Information Technology Managetnen
Reform Act of 1996, USA. URLhttp://www.cio.gov/
Documents/it_management_reform_act feb _1996.html

[11] Hanna, N., Qiang, C., Kimura, K., and Kuek, S.Catithal
E-Government Institutions: Functions, Models anenfis.
Chapter 6 in ICT4D 2009: Extending Reach and Irsinep
Impact. World Bank. URLhttp://siteresources.worldbank.

org/EXTIC4D/Resources/58706351242066347456/IC4D_20

09 _Chapter6.pdf

[12] International Academy of CIO (IAC), Thailand. URL:
http://www.iacthailand.org/federaliac/

[13] Information Technology Management Association (ITMA
Singapore. URLhttp://www.itma.org.sg/

[14] Ojo, A., Janowski, T, Estevez, E. and Khan, [.Kniéun
Capacity Development for e-Government, 2007, URLp://
www.iist.unu.edu/newrh/Ill/1/docs/techreports/reB6L. pdf

[15] Ornager, S. and Verma N., E-Government Tool-Kit for
Developing Countries. UNESCO New Delhi, 2005.

[16] United Nations, UN e-Government Survey 2008. Frem e
Government to Connected Governance. Department of
Economic and Social Affairs, 2008. URIbttp://unpanl.un.
org/intradoc/groups/public/documents/un/unpan028&df7

[17] United Nations, 2010 Global e-Government Survey.
Leveraging E-government at a Time of Financial and
Economic Crisis. Department of Economic and Social
Affairs, 2010. URL=http://www.unpan.org/egovkb/
global_reports/08report.htm

[18] Waseda University, 2009 Waseda University e-Govemtm
Ranking, 2009, URL#ttp://www.gits.waseda.ac.jp/GITS/
news/download/e-Government_Ranking2009_en.pdf




